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Abstract—We  investigate dynamic pre-configured-cycle
(p-cycle) protection design for spectrum-sliced elastic optical
networks (EONs). Several novel algorithms are proposed to use
the spectrum planning of working and backup resources. We
first combine the protected working capacity envelope (PWCE)
p-cycle design with spectrum planning, and design an algorithm
that can achieve dynamic p-cycle design in EONs. Then, to
resolve the coverage issue of the PWCE-p-cycles, we consider
dynamic p-cycle design with Hamiltonian cycles and propose to
use topology partition for reducing the lengths of backup paths.
Simulation results show that our proposed algorithms achieve
lower blocking probability than the shared path-protection (SPP)
algorithm, while the average length of backup paths per request
can be controlled well. To the best of our knowledge, this is the
first attempt to address dynamic p-cycle protection design with
spectrum planning for EONs.

Index Terms—Elastic optical networks (EONs), Hamiltonian cy-
cle, preconfigured cycle (p-cycle), topology partition.

I. INTRODUCTION

OWADAYS, the spectrum-sliced elastic optical network-
N ing based on the optical orthogonal frequency-division
multiplexing (O-OFDM) technology [1] has attracted intensive
research interests as it can improve the spectral efficiency of
the optical layer significantly with flexible bandwidth alloca-
tion [2]. Unlike the wavelength-division multiplexing (WDM)
networks that operate on discrete wavelength channels with a
bandwidth of 50 or 100 GHz, the O-OFDM networks groom the
capacities of a few narrow-band (~ 12.5 GHz) subcarrier chan-
nels (frequency slots) that are spectrally contiguous and achieve
high-speed data transmission over them. Hence, by adjusting
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the number of assigned frequency slots (FS’) to each lightpath,
O-OFDM networks can allocate optical spectrum with a finer
granularity and agile bandwidth management for different net-
work applications can be achieved [3]. To this end, people refer
the optical networks based on the O-OFDM technology as elas-
tic optical networks (EONs) [4]-[6].

Previously, researchers have investigated the routing and
spectrum assignment (RSA) of lightpaths intensively for realiz-
ing efficient service planning and provisioning in EONs [4]-[9].
However, most of these studies did not consider how to setup
lightpath connections with protection or restorability. It is known
that in optical networks, the amount of service disruption and
data loss caused by a network-related outage can be huge [10],
because a single optical fiber can carry over 20 Tb/s trans-
mission capacity [11]. Meanwhile, natural disasters and other
factors can trigger unpredictable failures of network elements
and make network survivability a serious issue [10]. In EONSs,
a link failure may lead to more severe service disruption due
to the higher data-rate provided by the supper-channels. There-
fore, it is not only important but also necessary to study the
protection schemes for EONs, and the network operators need
to implement them to ensure certain service availability for the
lightpath connections.

In [12], under the assumption that the bandwidth alloca-
tion of the protect path could be less than that of the working
path, Sone er al. proposed a bandwidth squeezed restoration
scheme for dedicated path-protection (DPP) in EONs. Based
on K shortest-path routing and first-fit spectrum assignment, a
shared path-protection (SPP) scheme was developed for EONs
in [13] to enhance the protection efficiency. In order to fully uti-
lize EON’s spectral segments for path-protection, Castro et al.
proposed a single-path provisioning and multi-path recovery
scheme in [14]. They considered both the DPP and SPP schemes,
and provided mixed integer linear programming (MILP) for-
mulations to optimize the protection designs. The problem of
static RSA for EONs with DPP was investigated in [15], where
the authors formulated an integer linear programming (ILP)
model and proposed an adaptive frequency assignment with
DPP heuristic to obtain the near-optimal solutions. In [16], Eira
et al. studied the problem of static RSA for translucent EONs
with SPP, and designed both an ILP model and a heuristic to
solve it. A DPP scheme for adaptive combinational quality-of-
transmission (QoT) degradation restoration in EONs was exper-
imentally demonstrated in [17]. The authors of [18] proposed
an SPP scheme for EONs, which was called elastic separate-
protection-at-connection and could realize spectrum sharing by
using first-fit to assign working traffic and last-fit to assign
backup traffic.
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Generally, the aforementioned path-protection schemes allo-
cate two disjoint lightpaths to each connection as its working and
backup paths. Even though these schemes are straightforward
to implement, they may suffer from relatively long restoration
time, as the backup resources are only reserved but not pre-
configured and when a link failure happens, we need to re-
configure all the nodes along the working and backup paths
for restoration [10]. More importantly, setting up and tearing
down working and backup paths frequently in dynamic network
provisioning can result in spectrum fragmentation and degrade
the EON’s blocking probability [19]. Therefore, it is desired to
explore other protection schemes for EONs.

The concept of pre-configured-cycles (p-cycles) was intro-
duced in [20] for link-protection. Specifically, a p-cycle is pre-
configured to protect a working link, and when the link fails, the
p-cycle is activated for restoration by reconfiguring its two end-
nodes. Therefore, the restoration only involves the two nodes
that are directly connected to the broken link, resulting in a rela-
tively short recovery time. Another unique advantage of p-cycles
is that they can protect not only the links that are on-cycle but
also those that straddle them. More specifically, one unit band-
width on a p-cycle can protect one unit on each on-cycle link
that is in its opposite direction, and can also protect two units
on each pair of its straddling links (one unit in each direction).
Due to these advantages, network resilience with p-cycles has
been studied intensively in WDM networks [20]-[25]. More-
over, the protected working capacity envelope (PWCE) [26]
technique can be used together with p-cycles for protection de-
sign. Specifically, for a given network, PWCE sets up a set of
p-cycles that can protect all the links and reserves certain spec-
trum resources on the p-cycles to establish a backup layer in
the spectrum domain. Therefore, when a lightpath request is
provisioned in the network, all the links in its working path are
protected by the resources in the backup layer automatically.
By doing so, PWCE saves the efforts on computing protection
structure for each individual request, and reduces the complexity
of network operation and management, especially for dynamic
network environments where the requests can arrive and leave
on the fly.

Even though the protection schemes based on p-cycle and
PWCE had exhibited the aforementioned benefits in WDM net-
works, their implementations in EONSs are still under-explored.
In this paper, we investigate dynamic p-cycle protection design
for EONs with connections being set up and torn down dy-
namically, and propose several algorithms. First, by combining
PWCE-p-cycle design with spectrum planning, we propose an
algorithm that can achieve dynamic p-cycle design in EONSs.
Then, in order to resolve the coverage issue of the PWCE-
p-cycles, we consider dynamic p-cycle design with Hamilto-
nian cycles and propose to use topology partition for reducing
the lengths of backup paths. The simulation results show that
our proposed algorithms can achieve lower blocking probability
than the SPP algorithm.

The rest of the paper is organized as follows. Section II de-
scribes the working principle of p-cycle protection design in
EON:s. In Sections III and IV, we discuss the p-cycle protection
designs with PWCE and Hamiltonian cycles. The performance
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Fig. 1. Same-spectrum p-cycle protection in EONs.

of the proposed algorithms is evaluated in Section V. Finally,
Section VI summarizes the paper.

II. p-CYCLE PROTECTION IN EONS

In this section, we explain the working principles of
p-cycle protection in EONSs. In a given EON topology denoted
as G(V, E) where V and E represent the node set and the set
of directed fiber links, we have a request as LR(s, d,n) where
s and d are the source and destination nodes (s,d € V) and
n is the requested bandwidth in terms of the number of con-
tiguous frequency slots (FS’). We assume all the requests are
carried by lightpaths all-optically without any spectrum con-
verters or optical-electrical-optical (O/E/O) converters in the
intermediate node(s), and hence the block of contiguous FS’
used for a request should be identical on all the fiber links in its
routing path R, 4, i.e., satisfying the spectrum continuity and
contiguous constraints [5]. Then, to protect the FS’ allocated
on each link in the working path R 4, we configure p-cycle(s)
and allocate necessary spectrum resources. Similarly, in order
to minimize spectrum converters and O/E/O converters in the
EONS, the backup resources allocated to the p-cycle(s) should
use the same FS’ as those on the working path. We call this
scheme as “same-spectrum” p-cycle protection. Note that this
“same-spectrum” policy does not limit the generality of our
work. In the EONSs that do not comply to it, we can simply place
two spectrum converters at the two ends of the protected link,
while the p-cycle construction is still the same. If we assume
that each link e € E can accommodate £’ FS’, the indices of the
FS’ on each link are in the range of [1, F'|. For a request, the
starting and ending indices of the allocated FS’ are f; and f,.,
respectively, and we have

fe_fs:n_L feafse[laF]' (1)

Fig. 1 shows an intuitive example of the same-spectrum
p-cycle protection in EONs. The working path of LR(1,5,3)
consists of two links, 1 —2 and 2—5, which are protected by
p-cycle 1 -3—4—2—1 and p-cycle 2—4—6—5—2, respec-
tively. The working path and two p-cycles use the same FS’, as
fs=1and f. = 3.
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The major advantage of p-cycle protection lies in the rela-
tively short restoration time, while it may have drawbacks as low
protection efficiency since a p-cycle is configured for each link
in the working path. Moreover, the fine bandwidth allocation
granularity in EONs may cause spectrum fragmentation [19]
and degrade the blocking performance. To address these issues,
we discuss p-cycle protection design algorithms that incorpo-
rate spectrum planning to regulate the spectra of working and
backup resources in the following sections.

III. p-CYCLE PROTECTION DESIGN WITH PWCE CYCLES

In this section, we introduce a p-cycle protection design al-
gorithm that adopts the protected working capacity envelop
(PWCE) [26] and spectrum planning (SP). More specifically,
we first obtain a set of p-cycles that can protect all links in
the topology G(V, E), and then partition the total spectrum
resources in the EON logically into the working, backup and
hybrid FS-layers under the PWCE concept. The working FS-
layer contains the FS’ that can be allocated to the working paths
of the requests, the backup FS-layer is for the FS’ that are re-
served to configure p-cycles, and the hybrid FS-layer contains
the rest of the FS’, which can be used for either working paths or
p-cycles. Spectrum planning establishes static backup resources
in the spectrum domain and achieves efficient protection, since
the frequent setting up and tearing down of p-cycles can be min-
imized and hence the spectrum fragmentation is reduced in a
dynamic network environment.

A. PWCE-p-Cycle Design

With the physical topology G(V, E), we calculate a large
set of cycles and store them in C. Note that for practicalness,
the “large set of cycles” here only includes a subset of all the
cycles in the topology, as the number of cycles in a topology
generally increases exponentially with the number of nodes. For
example, with the 14-node NSFNET topology in Fig. 2(a), we
calculate 518 shortest cycles with the algorithm in [25] and store
them in C. In order to select the PWCE-p-cycles from C, we
formulate an ILP model whose objective is to minimize the total
number of links in the selected cycles. The rationale behind this
objective is that with the minimum total number of links in the
PWCE-p-cycles, we achieve the highest protection efficiency.

Notations:

1) C: The large set of cycles in G(V, E).

2) Cp: The k-th cycle in C.

3) |Ck|: The number of links in the k-th cycle Cy.

4) ye.x: The flag that equals 1, if a link e can be protected by

the cycle Cj,, and 0 otherwise.

5) we j: The flag that equals 1, if a link e is on the cycle Cj,

and O otherwise.

6) : The preset threshold that the number of links in a se-

lected cycle cannot exceed.

Variables:

1) z: Boolean variable that equals 1 if Cj, is selected, and O

otherwise.

2) m.: Boolean variable that equals O or 1.
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Fig.2. Example of PWCE-p-cycle configuration. (a) NSFNET topology (fiber
lengths in kilometers). (b) Configurations of PWCE-p-cycles.

Objective:

Minimize  z = Z Me. )

Constraints:

Zxk “Yer >0, Veec k. 3)
k

Equation (3) ensures that all the links in G(V, E) are protected
by the selected cycles.

xp - |Ck| <7, VEk. “)

Equation (4) ensures that the number of links in each selected
cycle does not exceed the preset threshold .

1
mEZE'Zm'we,k, Vee E &)
k

where | E| returns the total number of links in G(V, E). Equation
(5) ensures that each link only gets counted once towards the
total number of links in the selected cycles.

For p-cycle protection design with PWCE cycles in EONSs,
we solve this ILP once in the network initialization and obtain
the cycles to form the PWCE-p-cycles. Since there is no need
to solve it again afterwards, this ILP will not cause intolera-
ble computational complexity or affect the speed of restoration
during network operation.

B. Spectrum Planning

Spectrum planning logically partitions the total spectrum re-
sources in the EON into the working, backup and hybrid FS-
layers. Note that certain requests can require more than one
PWCE-p-cycles for protection. For such a request, because of
the same-spectrum policy, its p-cycles have to use the same
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block of FS’. However, due to the intrinsic limitation of PWCE-
p-cycles, some of the p-cycles may not be able to use the same
block of FS’. Therefore, we have to allocate the hybrid FS-layer,
and the specific explanation is given by the following example.

With the NSENET topology in Fig. 2(a) where each line
corresponds to two directed links, the ILP obtains the three
PWCE-p-cycles in Fig. 2(b) for v = 11. Apparently, the three
p-cycles, i.e., Cycles 1-3, have to use non-overlapped FS’ for
their backup FS-layers. Otherwise, there will be non-allocatable
FS’ that cannot be used for either working or backup. For in-
stance, let us consider the situation where the backup FS-layers
on Cycles 1 and 2 share the same FS block [fs, f.]. Then, due
to the same-spectrum policy, FS’ [fs, f.] on Cycle 1 protect
working FS’ [fs, f.] on link 6—10. However, link 6—10 is on
Cycle 2 and FS’ [f, f.] on it have already been allocated to
the backup FS-layer. Therefore, the FS’ [f, f] on link 6—10
cannot be used for either working or backup and become a block
of non-allocatable FS’.

Since Cycles 1-3 have to use different and non-overlapped FS’
for their backup FS-layers, we will face an issue that makes the
allocation of the hybrid FS-layers necessary. Still in Fig. 2(b),
let us consider the working path 6—14—12, and it can be seen
that link 6—14 can be protected by Cycle 2, but link 14—12
can only be protected by Cycle 3. Since there is no spectrum
overlapping between the backup FS-layers of Cycles 2 and 3, we
cannot find a feasible block of FS’ in the working FS-layers to
serve the working path 6—14—12, based on the same-spectrum
policy. Therefore, we have to assign the hybrid FS-layer on each
link to solve this issue.

Note that for different links, the partitions of the working,
backup and hybrid FS-layers can be different. The actual spec-
trum planning of the working, backup and hybrid FS-layers can
be based on the traffic model, and when the traffic prediction
between each node pair is roughly known, we can assign the
blocks of FS’ in an empirical way. If we need to protect all the
working paths against single-link failures, the sizes of the work-
ing FS-layer and its corresponding backup FS-layer should be
equal. Algorithm 1 shows the generic procedure of the spectrum
planning. Basically, the spectrum planning can be modeled as
a graph coloring problem and solved with an auxiliary graph.
For instance, with the PWCE-p-cycles in Fig. 2(b), Algorithm
1 obtains the auxiliary graph as shown in Fig. 3(a) and finds
T = 3, i.e., we need at least three colors to color the nodes in
G*(V®, E*) and have to divide the whole FS’ on links into
four FS-blocks. Fig. 3(b) shows the actual spectrum planning
for Cycles 1-3 and the straddling link 6— 14, which is on none
of the PWCE-p-cycles.

C. Protection-Enabled RSA

For each request, we first try to serve it in the working FS-
layer with K shortest-path routing and first-fit spectrum as-
signment (KSP-FF-RSA). If the request can be served with
the spectrum resources in the working FS-layer, the corre-
sponding backup resources will be allocated automatically in
the PWCE-p-cycles. Otherwise, we try to serve the request in
the hybrid FS-layer, which includes establishing the working
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Algorithm 1: Spectrum Planning for PWCE-p-cycle

1 calculate a large set of cycles in G(V, E);
2 store the cycles in C;

3 solve ILP in Subsection III.A to obtain the
PWCE-p-cycles from C;

41=0;

5 for all the PWCE-p-cycles do

6 =14+ 1;

7 denote the PWCE-p-cycle as CZ-P ;

8 insert a node v¢ in the auxiliary graph G*(V*, E%);

9 for j=1 ---7do

10 if CI’ and C]P cannot have the same FS
assignment for their backup FS-layers then

1 | connect vf and v¢ in G*(V*, E);

12 end

13 end

14 end

15 solve the graph coloring problem in G%(V%, E%);

16 denote the minimum number of colors as T;

17 divide the whole FS’ into T+1 equal blocks;

18 assign FS blocks on the PWCE-p-cycles as backup
FS-layers according to the solution of coloring problem;

19 assign corresponding FS blocks on the links that are
protected by the PWCE-p-cycles as working FS-layers;

20 assign the rest FS blocks on all links e € E/ as hybrid
FS-layers;

Cycle-1 Cycle-1

Cycle-2, Cycle-3  cycle-2 ycle-3

(@)

Cycle-3

Straddling Link
raddling Lin| s

Working FS-Layer \{Backup FS-Layer

(b)

FHybrid Fs-Layer

Fig. 3. Example of spectrum planning for PWCE-p-cycles. (a) The coloring
map. (b) Spectrum planning.

path with KSP-FF-RSA and then assembling p-cycles to pro-
tect all the links in the working path under the same-spectrum
constraint.

We call this algorithm as PWCE based p-cycle design with
spectrum planning (PWCE-p-cycle-SP), and Algorithm 2 shows
the detailed procedure. Line 1 is for the network initializa-
tion with spectrum planning. Lines 3-7 explain how to achieve
protection-enabled RSA in the working and backup FS-layers
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Algorithm 2: PWCE-p-cycle-SP Algorithm

1 run Algorithm 1 to get spectrum planning;

2 for each incoming request LR(s,d,n) do

3 calculate K shortest paths from s to d;

4 for each candidate routing path R q do

5 if enough resources exist in the path’s working

FS-layer then

6 provision LR;

7 break;

8 else

9 try KSP-FF-RSA for working path RSA of

LR in the hybrid FS-layer;

10 if the working path RSA succeeds then

11 for all links in the working path do

12 try to protect it with existing p-cycles

in the hybrid FS-layer;

13 if shared protection is failed then

14 try to assemble a new p-cycle in
the hybrid FS-layer with the
highest protection efficiency;

15 end

16 end

17 if the working and backup resources of

LR are reserved then

18 provision LR;

19 break;

20 end

21 end

22 end

23 end

24 if the working and backup resources of LR cannot

be reserved then

25 | mark LR as blocked;

26 end

27 end

based on PWCE-p-cycles. Then, Lines 9-22 show the procedure
to perform protection-enabled RSA in the hybrid FS-layer, in
which the p-cycles are assembled on demand. Note that we al-
low multiple working paths to share the same p-cycle as long as
they are link-disjoint, as shown in Line 12. Lines 13-15 indicate
that when a new p-cycle has to be assembled in the hybrid FS-
layer, we select the one that has the highest protection efficiency.
Here, if a p-cycle Cj; can protect M links simultaneously in the
working path R 4, we define the protection efficiency of C;, for
Rs.q as

(©)

where |Cj; | returns the number of links in Cj.

JOURNAL OF LIGHTWAVE TECHNOLOGY, VOL. 32, NO. 6, MARCH 15, 2014

@00

) @)

&

Cycle-1
Cycle-2

----# Working Path

&L-0—-0-—-®

Cycle-2 g Straddling LinkFS

1-8 5—-6
8-7 NN

75 N\

5—4 N 4 Linka
411N\

1-13N\WVZ

131N\

%
14-12N\N

32 NN
Y,

Z i . N .
Workmg FS-Layer Backup FS-Layer
(b)

Fig. 4. Spectrum planning in Ham-p-cycle-SP algorithm. (a) Configurations
of Hamiltonian-p-cycles. (b) Spectrum planning.

IV. p-CYCLE PROTECTION DESIGN WITH
HAMILTONIAN CYCLES

It can be seen that for PWCE-p-cycle-SP, the protection-
enabled RSA in the hybrid FS-layer increases computational
complexity and causes spectrum fragmentation, since the
p-cycles still need to be assembled on demand. It is known
that in a mesh topology with proper connectivity, we can obtain
Hamiltonian cycles that traverse all nodes in the topology only
once [22]. For instance, the Hamiltonian cycles in Fig. 4(a) for
the NSFNET topology in Fig. 2(a). Hence, all the links in the
topology can be protected by the two Hamiltonian p-cycles that
have the same connections but are in the opposite directions,
since any of the links is either an on-cycle or a straddling link
of them. To this end, the coverage issue in Fig. 2(b) for PWCE-
p-cycles can be resolved by replacing the PWCE cycles with
Hamiltonian cycles. Consequently, the hybrid FS-layer can be
removed from the spectrum planning.

A. Hamiltonian-p-Cycle Design

With the physical topology G(V, E), we first find the Hamil-
tonian cycles with a stochastic optimization algorithm, for ex-
ample, the ant colony optimization (ACO). For instance, with
the NSFNET topology in Fig. 2(a), we can obtain two directed
Hamiltonian cycles as Cycles 1-2 in Fig. 4(a). The characteristic
of Hamiltonian cycle guarantees that we only have two nodes
in the auxiliary graph for the coloring problem. Hence, the
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Algorithm 3: Ham-p-cycle-SP Algorithm
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Inter link Green color: Domain-1 Blue color: Domain-2

1 calculate Hamiltonian cycles;

2 partition link spectrum into working and backup
FS-layers based on the two Hamiltonian-p-cycles;

3 for each incoming request LR(s,d,n) do

4 calculate K shortest path candidates from s to d;

5 for each path candidate R4 4 do

6 if enough resources exist in the path’s working

FS-layer then

7 provision LR;

8 break;

9 end

10 end

11 if the working and backup resources of LR cannot
be reserved then

12 mark LR as blocked;

13 end

14 end

spectrum resources can be divided equally into two FS blocks
and the spectrum planning of the working and backup FS-layers
is straightforward, since there is no need to allocate the hybrid
FS-layer any more. Fig. 4(b) shows the results of the spectrum
planning, for the p-cycles and the straddling link 5—6. For this
Hamiltonian cycle based p-cycle design with spectrum planning
(Ham-p-cycle-SP), the premise is the existence of a Hamilto-
nian cycle in the network topology. Thanks to the relatively high
connectivity of core networks, Hamiltonian cycles can usually
be found.

B. Ham-p-Cycle-SP Algorithm

In Ham-p-cycle-SP, the spectrum planning logically divides
the spectrum resources into the working and backup FS-layers.
The working FS-layer contains the FS’ that can be allocated to
the working paths of the requests, while the FS’ in the backup
layer are reserved to configure the Hamiltonian-p-cycles. Note
that the partitions of the working and backup FS-layers are only
for the on-cycle links, while the whole spectrum resources on the
straddling links can be used for working paths. For instance, for
the working path 7—5—6 in Fig. 4(a), Link 7—5 is an on-cycle
link and we can only use the FS’ in the working FS-layer for
the working path, while Link 5—6 is a straddling link and all its
spectrum are allocated to the working FS-layer, as in Fig. 4(b).
For a request, if its working path can be served in the working
FS-layer successfully, it is protected against single-link failures
by the Hamiltonian-p-cycles automatically.

Algorithm 3 shows the details of Ham-p-cycle-SP. It can be
seen that because the hybrid FS-layer is removed, Algorithm 3
is much simpler than Algorithm 2. Lines 4-10 describe the
protection-enabled RSA based on Hamiltonian-p-cycles. Note
that in Line 5, we check the candidate routing paths of LR in
ascending order of their numbers of hops.

Straddling link within a domain Yellow color: Domain-3

S

Fig. 5.

Topology partition in NSENET topology.

C. Hamiltonian-p-Cycle Design With Topology Partition

One major issue with Ham-p-cycle-SP is that it can provide a
very long protection path. For example, in Fig. 4(a), if Link 7—5
fails, the Hamiltonian-p-cycle needs to use the backup path from
Node 7 to Node 5 on Cycle 2 to recover the service. However,
the backup path consists of 13 hops and therefore can cause
excessive delay as well as intolerable physical impairments.
Another issue is that Hamiltonian cycle may not always exist in
an arbitrary network topology.

In order to address these issues, we discuss Hamiltonian-p-
cycle design with topology partition in this section. Fig. 5 shows
an example of topology partition in the NSFNET topology. We
partition the topology into three domains whose nodes are in
different colors. Note that Node 9 belongs to two domains si-
multaneously, i.e., Domains 2 and 3. Inside each domain, the
on-cycle links (e.g., Link 1—2) are colored with the same color
as the nodes, while the straddling links (e.g., Link 11—13) are
in black. In addition to these “intra-links” that are within a do-
main, there are also inter-domain links that connect the domains
together, e.g., Link 1—8, and we define them as “inter-links”
and mark them as red in Fig. 5.

The topology partition is equivalent to the problem of finding
afew cycles that together can cover all the nodes in the topology.
Then, the nodes on each cycle and the corresponding intra-links
compose a domain and the cycle is the domain’s Hamiltonian
cycle. We formulate the ILP model below to solve the problem
of topology partition. The ILP is also based on a large set of
pre-calculated cycles in the topology, which is the same as that
in the ILP model in Section III-A.

Notations:

1) C: The large set of cycles in G(V, E).

2) Cy: The kth cycle in C.

3) |Ck|: The number of links in the kth cycle C,.

4) |E|: The number of links in the topology.
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5) ye.x: The flag that equals 1 if Cj, can protect link e € F,
and 0 otherwise.
6) 1, 1: The flag that equals 1 if C;; traverses node v € V,
and 0 otherwise.
7) : The preset threshold that the number of links in a se-
lected cycle cannot exceed.
Variables:
1) z: Boolean variable that equals 1 if C;, is selected, and O
otherwise.
Objective:
Basically, we want to minimize the total number of inter-
links, as the working resources on them cannot be protected by
the intra-domain p-cycles. Hence, we design the objective as

Minimize 2= |E| = > e )
k eck

Constraints:

Yk a>1, VoeV. ®)
k

Equation (8) ensures that each node v € V' belongs to at least
one domain.
- 1C| <7, k. ©)

Equation (9) ensures that the number of links in each selected
cycle does not exceed the preset threshold ~.

szk “Yek < 1.

k ecE

(10)

Equation (10) ensures that the selected cycles do not share com-
mon intra-links. Similar to the case in Subsection III.A, since
we only need to solve this ILP once for topology partition in the
network initialization, it will not affect the speed of restoration
during network operation.

With the domains designed, we apply Ham-p-cycle-SP to
each domain and protect the working resources on the intra-
links. While for the inter-links, we construct two inter-domain
p-cycles to protect them. More specifically, we first build a
p-cycle that traverses all the end-nodes of the inter-links, and
then construct the other one with the same connections but in
the opposite direction. Note that in this case, not all the nodes
in the p-cycles can be pre-configured, since the inter-domain
and intra-domain p-cycles can share the same FS’ on link(s)
for high protection efficiency. Basically, when an inter-domain
p-cycle shares link(s) with an intra-domain one, the “exit-
node(s)” (i.e., the node(s) where the link sharing ends) of the
shared link(s) cannot be pre-configured. When a link failure hap-
pens, the network first determines whether it is on an inter-link.
If yes, then the network instructs the “exit-node(s)” to activate
the corresponding inter-domain p-cycle. Otherwise, the related
intra-domain p-cycle is activated. As some of the nodes cannot
be pre-configured, the restoration time can be prolonged, but
the benefit is that we obtain high protection efficiency from the
spectrum sharing among the inter- and intra-domain p-cycles.
Previous studies have also investigated this type of modification
on p-cycle to improve the protection efficiency [27], [28]. In
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Fig. 6. Hamiltonian p-cycle design and spectrum planning in NSFNET with
topology partition. (a) p-Cycle design. (b) Spectrum planning.

the rest of the paper, we refer to this modified Ham-p-cycle-SP
algorithm as partitioned Ham-p-cycle-SP (P-Ham-p-cycle-SP).

Fig. 6 shows an example of Hamiltonian p-cycle design and
spectrum planning for P-Ham-p-cycle-SP. With the topology
partition in Fig. 5, we construct the Hamiltonian p-cycles and
C:t ., as shown in Fig. 6(a). Note that we only include half of the
p-cycles here, as the rest of the p-cycles have the same connec-
tion but are in the opposite directions. Since the inter-domain
p-cycle 2—3—1—-8—7—10—-6—5—4—2 and the intra-
domain p-cycle 2—3—1—2 share the same links 2—3 and
3—1, Node 1 becomes the “exit-node” of the shared links. Then,
if the intra-link 3—2 fails, the network instructs Node 1 to ac-
tivate the protection segment 3—1—2. On the other hand, if
the inter-link 2—4 fails, Node 1 activates the protection seg-
ment 2—3—1—-8—7—10—6—5—4. The spectrum planning
results of the on-cycle links, such as Links 1—2, 2—3 and
4—2, and the straddling links, such as Links 11—13 and 3—6
are shown in Fig. 6(b).

Algorithm 4 shows the details of how to construct p-cycles and
conduct spectrum planning in P-Ham-p-cycle-SP. Lines 1-3 are
for initialization. An inter-domain p-cycle for inter-links, C;m,
is constructed in Line 4, which traverses all the end-nodes of the
inter-links. Then, a pair of inter-domain p-cycles in the opposite
directions, C;, and C;_ .., can protect all the inter-links, since
each inter-link is either an on-cycle link or a straddling link of
them. Lines 5-6 are for the spectrum planning on C' . The
spectrum planning for the intra-domain Hamiltonian p-cycles
is conducted with Lines 7-20. Basically, for each domain, if
any of the two Hamiltonian p-cycles shares link(s) with /.,
we make sure that the FS-layers of it are assigned exactly the
same as those on C;/ . . Hence, the working path that traverses
multiple domains can be protected efficiently. Otherwise, if there
are no shared links, we just select either of the intra-domain
Hamiltonian p-cycles and implement the FS-layer assignment
of C;f,., on it, as shown in Lines 16-19. When C;! . and the
related intra-domain Hamiltonian p-cycles are taken care of, we
build the p-cycle C,,., in the opposite direction, and perform
the spectrum planning procedure in the opposite way, as shown
in Lines 21-24. In Line 25, all FS’ on the straddling links in

G(V, E) are assigned as the working FS-layer.



Il et al.: DYNAMIC p-CYCLE PROTECTION IN SPECTRUM-SLICED ELASTIC OPTICAL NETWORKS

Algorithm 4: p-cycle Design and Spectrum Planning for
P-Ham-p-cycle-SP

1 calculate a large set of cycles in G(V, E);
store the cycles in C;
solve ILP in Subsection IV.C to partition the topology;

+
inter

s WoN

construct p-cycle C that traverses all the end-nodes

of the inter-links;

s assign FS” [1,[£7] on C;f,., as working FS-layer;

6 assign FS’ [[£] + 1, F] on C}/

inter

as backup FS-layer;
7 for each domain in the topology do

8 flag = FALSE;

9 for the two intra-domain Hamiltonian p-cycles do

10 if the p-cycle shares link(s) with C;rner then

11 implement the FS-layer assignment of C;ter

on the p-cycle;

12 flag = TRUE;

13 break;

14 end

15 end

16 if flag = FALSE then

17 select one Hamiltonian p-cycle randomly;

18 implement the FS-layer assignment of C;;Lter on
the p-cycle;

19 end

20 end

21 build p-cycle C, ;...
22 assign FS” [1,[£7] on C;,,,., as backup FS-layer;

23 assign FS* [[£]+1,F] on C;,

in the opposite direction of C;ter;

inter as working FS-layer;

24 replace C,  with C;,

inter inter

and repeat Lines 8-21;
25 assign all FS’ on straddling links as working FS-layer;

V. PERFORMANCE EVALUATION
A. Simulation Setup and Scenarios

We evaluate the performance of the proposed algorithms
for dynamic p-cycle protection design in EONs, i.e., PWCE-
p-cycle-SP, Ham-p-cycle-SP and P-Ham-p-cycle-SP, using nu-
merical simulations. We assume that the bandwidth of each FS
is 12.5 GHz and each fiber link can accommodate F' = 358 FS’.
The dynamic requests are generated according to the Poisson
process. For each request, we choose the source and destination
pair s-d randomly. The number of FS’ required by each request,
n, is uniformly distributed within [3, 20].

The simulations are performed with two topologies, the
NSENET topology in Fig. 2(a) and the US Backbone (USB)
topology in Fig. 7. The ILP models use C that contains 518
shortest cycles for the NSFNET topology, while for the USB
topology, C has 2991 shortest cycles in it. The cycles are cal-
culated with the algorithm developed in [25]. PWCE-p-cycle-
SP configures three p-cycles as Cycles 1-3 in Fig. 2(b) for
the NSFNET topology with v = 11 and assigns FS’ [1,90],
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Fig. 7.

US Backbone topology (fiber lengths in kilometers).

[91,180] or [181,270] on them as their backup FS-layers, re-
spectively. Then, the same blocks of FS’ on the links that are
protected by these p-cycles, are assigned to the working FS-
layer. All the remaining FS’ in the network are reserved for the
hybrid FS-layer. For instance, since FS’ [1,90] on Cycle 1 are
assigned to the backup FS-layer and Cycle 1 protects Link 3—6,
FS’ [1,90] on Link 3—6 are for the working FS-layer. While
the rest of FS” on Link 3—6, i.e., [91,358], are reserved for
the hybrid FS-layer. Similarly, for the USB topology, PWCE-p-
cycle-SP configures five p-cycles with v = 12 and assigns FS’
[1,90], [91, 180], or [181, 270] to the backup FS-layers on them.
For Ham-p-cycle-SP and P-Ham-p-cycle-SP, we only need to
configure the working and backup FS-layers for two p-cycles
in the whole topology or a domain, and hence the spectrum
planning assigns FS’ [1,179] and [180, 358] to the FS-layers.
In the simulations, we compare the proposed p-cycle protection
scheme with the SPP scheme in [18]. The SPP algorithm also
targets for 100% restoration against single-link failures. In order
to achieve fair comparison between SPP and the p-cycle based
algorithms, we also implement K shortest-path routing for it.
More specifically, for each request, SPP calculates K short-
est link-disjoint paths, assigns the shortest one as the working
path, and then among the rest paths, selects the shortest one
that has sufficient FS’ as the backup path. Meanwhile, it tries to
encourage sharing of the backup spectrum resources between
connections whose working paths are link-disjoint during the
spectrum assignment.

B. Blocking Probability

Fig. 8 shows the simulation results on the request blocking
probability. For P-Ham-p-cycle-SP, we partition the topology
into 2 or 3 domains and 4 or 6 domains for the NSFNET and
USB topologies, respectively. We can see that in both topolo-
gies, PWCE-p-cycle-SP provides the highest blocking proba-
bility. This is because setting up and tearing down working and
backup resources frequently in the hybrid FS-layer lead to sig-
nificant spectrum fragmentation. Ham-p-cycle-SP achieves the
lowest blocking probabilities in both topologies due to the ef-
ficient protection design and spectrum planning. Note that the
results in Fig. 8(a) show that the blocking performance of P-
Ham-p-cycle-SP with 2 domains is comparable to that of Ham-
p-cycle-SP. We also observe that the blocking performance of
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P-Ham-p-cycle-SP becomes worse when the number of do-
mains increases. This is because when the topology is parti-
tioned into more domains, P-Ham-p-cycle-SP has to use more
links to protect a working path that traverses multiple domains.
Ham-p-cycle-SP and P-Ham-p-cycle-SP provide better block-
ing performance than SPP in both topologies, which verifies
their effectiveness.

C. Working-to-Backup Capacity Ratio

Fig. 9 illustrates the simulation results on the working-to-
backup capacity ratio (WtB-CR). Here, we define WtB-CR as
the ratio of total working FS’ to total backup FS’. Fig. 9 shows
that in both topologies, when the traffic load increases, the WtB-

CR of SPP increases slightly and then stays around 0.8. This
is because SPP does not reserve FS’ as backup resources, but
sets up and tears down both the working and backup paths dy-
namically. For the proposed p-cycle-based algorithms, the FS’
in the backup FS-layers are pre-reserved, and therefore their
WiB-CRs increase gradually with the traffic load, when more
working paths are accommodated in the network. Benefiting
from the spectrum planning with the Hamiltonian cycles, Ham-
p-cycle-SP and P-Ham-p-cycle-SP can provide comparable or
even larger WtB-CR than SPP for high traffic loads. Since com-
pared with Ham-p-cycle-SP and P-Ham-p-cycle-SP, PWCE-
p-cycle-SP reserves smaller number of FS’ for the backup
FS-layer, PWCE-p-cycle-SP provides larger WtB-CRs for low
traffic loads. It is also worth noting that the WtB-CRs from
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P-Ham-p-cycle-SP are smaller than those from Ham-p-cycle-
SP, because P-Ham-p-cycle-SP generally uses more links to
protect a working path. Also, when P-Ham-p-cycle-SP divides
the topology into more domains, WtB-CR becomes smaller be-
cause the algorithm has to use more links to protect a working
path that traverses multiple domains.

D. Average Length of Backup Paths

Fig. 10 shows the results on average length of backup
paths per request. As expected, Ham-p-cycle-SP provides the
longest average lengths in both topologies. P-Ham-p-cycle-SP
can greatly reduce the average lengths of backup paths by de-
composing the topology into several domains. The more do-
mains it partitions the topology into, the shorter average length
of backup paths it can provide. Therefore, P-Ham-p-cycle-SP
can overcome the long propagation delay and intolerable phys-
ical impairments caused by Ham-p-cycle-SP. For the PWCE-
p-cycle-SP in the NSFNET topology, the average lengths are
longer than that of the P-Ham-p-cycle-SP with 3 domains. In
the USB topology, PWCE-p-cycle-SP provides longer average
lengths than both the P-Ham-p-cycle-SP schemes. SPP achieves
the shortest average lengths in both topologies, since the backup
paths are always set up with one of the K shortest path candi-
dates.

VI. CONCLUSION

In this paper, we investigated dynamic p-cycle protection
design for EONs and proposed several algorithms. By com-
bining PWCE-p-cycle design with spectrum planning, we first
designed an algorithm that could achieve dynamic p-cycle de-
sign in EONs. Then, in order to resolve the coverage issue
of the PWCE-p-cycles, we considered dynamic p-cycle design
with Hamiltonian cycles and proposed to use topology partition
for reducing the lengths of backup paths. The simulation re-
sults showed that our proposed algorithms could achieve lower
blocking probability than the SPP algorithm, while the average
length of backup paths per request could be controlled well.
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